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CLUSTER: TRUSTWORTHY TECHNOLOGIES FOR
WIDE-AREA MONITORING AND CONTROL
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CLUSTER: TRUSTWORTHY TECHNOLOGIES FOR LOCAL
AREA MANAGEMENT, MONITORING, AND CONTROL
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CLUSTER: RESPONDING TO AND MANAGING CYBER
EVENTS

Design of Semi-automated

Intrusion Detection and
Response Techniques

A Game-Theoretic Intrusion
Response and Recovery Engine

Assessment and Forensics for
Large-Scale Smart Grid Networks

Detection/Interdiction of Malware
Carried by Application-Layer AMI
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Intrusion Detection for Smart Grid
Components by Leveraging Real-
Time Properties

Specification-based IDS for
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CLUSTER: TRUST ASSESSMENT
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CROSS-CUTTING EFFORT: EDUCATION AND ENGAGEMENT

Outreach and Consumer

K-12 Education Workforce Education and
Development Public Information
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CROSS-CUTTING EFFORT: TESTBED INITIATIVES

Testbed External
Development Involvement
Hardware and DETER Enabled
— software integration — Federated Testbeds
to support research (DEFT)
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CROSS-CUTTING EFFORT: INDUSTRY INTERACTION AND
TECHNOLOGY TRANSITION
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